Computer Crimes and Ethics 
An Internet Hot List on Computer Laws 

Introduction


Let's find out about crimes and ethics when it comes to using a computer. Have you ever done something that you questioned later? This activity will help you become more aware of acceptable computer use. 


Instructions

Complete the 5 activities listed below.  Use Microsoft Word to record your responses.

The Internet Resources

Crime

Activity 1:  What are three laws on computer crime?  (Describe)

Computer Crime and Intellectual Property Section (CCIPS): Federal Computer Intrusion Laws 

http://www.usdoj.gov/criminal/cybercrime/cclaws.html  This will give you links to visit recent legislation laws on computer crime. 

Activity 2:  Explain at least three ways you can avoid computer crime. 

Tips for Avoiding Computer Crime
http://www.rbs2.com/cvict.htm  This site will give you ways to avoid computer crimes. 

Activity 3:  Provide two different examples when you would need to report an Internet related crime, and who would you report that crime, too? 

Computer Crime and Intellectual Property Section (CCIPS): How to Report Internet-Related Crime
http://www.cybercrime.gov/reporting.htm  This site will help you figure out who to contact when a crime has been committed. 

Ethics

Activity 4:  List the Ten Commandments of Computer Ethics.
Ten Commandments Of Computer Ethics
http://www.brook.edu/its/cei/overview/Ten_Commanments_of_Computer_Ethics.htm   An example of computer ethics, created by the Computer Ethics Institute. 

More Information

Activity 5:  Go to one of the sites on this page and provide and interesting fact about this site. 

Computer Crime Research Center
http://www.crime-research.org/links/  This site provides a list of links to help you research computer crimes. 
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